Политика информационной безопасности

КГК “Селятино”

1.Область действия

Настоящая Политика распространяется на все подразделения Учреждения и обязательна для исполнения всеми его сотрудниками, должностными лицами и учащимися.

Настоящая Политика распространяется на ПК учреждения.

Лица осуществляющие разработку внутренних документов Учреждения, регламентирующих вопросы информационной безопасности, обязаны руководствоваться настоящей Политикой.

2.Физическвя и цифровая безопасность

Опасности при работе с ПК:

* Залитие водой;
* Физические повреждения;
* Заражения вирусами;
* Изношенность;
* Кража данных;
* Кража ПК;

Способы защиты:

* Не есть и не пить за ПК;
* Обращаться с ПК осторожно;
* Не переходить по ненадежным источникам и ссылкам;
* Не отдавать ПК в чужие руки;
* Не оставлять ПК без присмотра;
* Установить на ПК отслеживающее ПО;

Способы исправления неполадок и поломок ПК:

* Установка антивируса;
* Установка сертифицированного ПО;
* Отправить на ремонт;
* Провести Тех. Осмотр;
* Пригласить специалиста по кибербезопасности;